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to issue orders for domestic surveil-
lance on particular targets. 

Congress specifically left foreign sur-
veillance activities to the executive 
branch and to the intelligence commu-
nity. The FISA Court, they are article 
III judges who are called in from time 
to time to make the judgments of prob-
able cause for issuing warrants. They 
have expertise in issuing warrants for 
surveillance on a domestic basis. 

The bill before us gives them that re-
sponsibility, as did the other FISA, the 
old FISA, for issuing those orders for 
people or facilities in the United 
States. The old one said ‘‘facilities in 
the United States.’’ 

Well, that court is not set up to deal 
with foreign intelligence surveillance. 
As I quoted yesterday, the court’s own 
words said—and this is the December 
11, In re: Motion for Court Records. 
The court stated that: The FISA Court 
judges are not expected to or desire to 
become experts in foreign intelligence 
activities and do not make substantive 
judgments on the propriety or need for 
a particular surveillance. Even if a typ-
ical FISA judge has more expertise in 
national security matters than a typ-
ical district court judge, that expertise 
would still not equal that of the execu-
tive branch which is constitutionally 
entrusted with protecting national se-
curity. 

So I expect we will get to the point 
where we will be debating the distin-
guished Senator’s assessing compliance 
amendment. But he has brought today 
the substitution amendment. 

I have already explained why we 
could not get through signals collec-
tion immediately after 9/11 if we had 
gone to the old FISA. How many 
months would it have taken? Well, the 
leaders who apparently spoke with the 
intelligence community and the White 
House said they did not want to high-
light the fact that we were going to be 
listening in and they did not think it 
would work quickly. 

The intelligence committee has care-
fully assessed the orders which were 
given to the telecommunications car-
riers which may or may not have par-
ticipated in the Terrorist Surveillance 
Program. And they were based, yes, 
they were based largely on article II. 

The FISC has already indicated noth-
ing Congress can do can extinguish the 
President’s authority under article II, 
but Congress also passed the authoriza-
tion for use of military force, which 
was a counterbalance in the weighing 
of the constitutional arguments of ar-
ticle II with the provisions of the FISA 
law. 

I have reviewed the Attorney Gen-
eral’s findings, the Department of Jus-
tice findings. I have read the authoriza-
tions and the directives. It is clear to 
me, and clear to others, most of the 
others who have reviewed it, they were 
clearly acting under the color of law. 

I happen to think they were right. 
You can make an argument that 
maybe they were not right. But the 
carriers that may have participated 

were not in a position to challenge 
those. They got a lawful order from the 
head of the intelligence community, 
based on authorization from the Presi-
dent, in a manner cleared by the De-
partment of Justice. Under those cir-
cumstances, I believe it would not only 
have been unpatriotic, but it would 
have been willful for the carriers to 
refuse to participate. Yet they are 
being sued. 

I think the suits are designed to crip-
ple our intelligence community. There 
are not going to be significant judg-
ments awarded no matter what they 
say because anybody who was inter-
cepted would have to come in to court 
and say they were intercepted and 
prove harm. I really question whether 
they can do that. But under the substi-
tution argument, the disaster to our 
intelligence operations is clear, as is 
the damage to the reputation and the 
business of any carriers which may 
have participated. 

Back in 2006, right after the disclo-
sure of this and the terrorist finance 
tracking measure, when the news-
papers carried it, television carried it, 
terrorist leaders—very bright people— 
abroad learned of it, communicated 
about it on their own communications, 
and those communications, I was told 
in the field, went down significantly. 

So I asked General Hayden, at his 
confirmation hearing to be head of 
CIA, how badly these disclosures hurt 
us. And he said at the time that we are 
applying the Darwinian theory to ter-
rorists; we are only capturing dum-
mies. The more we disclose about the 
workings of our intelligence intercept 
capabilities, the more those whom we 
would target know how to avoid them. 
And they are taking steps; they know 
too much about it. Any further disclo-
sures would further complicate and 
damage the collection capabilities of 
our intelligence community. 

Moreover, the damage to the reputa-
tion of the carriers would be signifi-
cant. The damage would occur likely in 
exposing the carriers—their employees 
and their facilities—to terrorist activi-
ties or vigilante activities. It would de-
stroy their business reputation, cause 
untold harm in the United States, and 
probably effectively curtail their abil-
ity to operate overseas. If they are put 
out of operation or if they are limited 
in their operations, then the intel-
ligence community loses a substantial 
means of acquiring the intelligence we 
need. 

So when this bill comes up—I expect 
it will come up, but I believe it must 
come up under a 60-vote rule or we are 
going to go through the normal process 
of getting to 60 votes, and we will never 
get anywhere. I think both sides of the 
aisle should recognize that. I will be 
happy to make these arguments. 

I know my colleague from Rhode Is-
land is a very skilled lawyer, a very ef-
fective debater. He will present his ar-
guments, I will present my arguments, 
and there will be others who will join 
with us. So while I would love to get on 

with the debate and votes, we are not 
going to go there until we resolve the 
question of whether there is a 60-vote 
margin. 

So I thank the Chair, and I thank my 
colleague from Rhode Island. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Rhode Island is recognized. 
Mr. WHITEHOUSE. Madam Presi-

dent, I appreciate very much the argu-
ments made by the very distinguished 
Senator from Missouri, who is also the 
vice chairman of the Intelligence Com-
mittee and possesses great experience 
in this area. My point, though, is that 
all these arguments are for naught if 
the simple courtesy of a Senator being 
allowed to vote on his amendment is 
not honored. 

This particular amendment being 
nongermane postcloture means it may 
very well be squeezed out by the proce-
dural devices the Republican leader has 
applied. So my simple question is, if I 
may ask it through the Chair to the 
distinguished Senator from Missouri, 
the Republican manager of this bill, 
can we assure Senator SPECTER and 
myself that this amendment will, at 
the appropriate time in this legisla-
tion, receive a vote? 

Mr. BOND. Madam President, I am 
happy to respond as soon as we go back 
to the normal means of proceeding on 
FISA matters, establishing a 60-vote 
threshold, which is the standard I had 
to meet to bring the Protect America 
Act to the floor. I would certainly ex-
pect that his amendment would be 
brought up, fully discussed, and de-
bated. This is one of the major issues 
we have to decide. But we have to de-
cide it on a 60-vote point of order. 

f 

MORNING BUSINESS 
Mr. BOND. Madam President, I ask 

unanimous consent that the Senate 
proceed to a period of morning business 
with Senators permitted to speak for 
up to 10 minutes each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from North Dakota. 
f 

FISA 
Mr. DORGAN. Madam President, we 

are talking about FISA we use a lot of 
acronyms in Washington, DC, unfortu-
nately—the Foreign Intelligence Sur-
veillance Act. It is a complicated sub-
ject, and one, if people have been 
watching the debate, that is also con-
troversial. There is a lot of passion 
about this subject. We have people 
standing up and saying: None of this 
should be disclosed. We should not be 
talking about this. This is about the 
ability to protect our country against 
terrorists. Of course, we have to listen 
into communications and intercept 
communications. It is the only way to 
find out if there are terrorist acts 
being plotted by terrorist groups, and 
so on. There is that kind of thing. 

There are concerns on the other side 
by people who say: Wait a second. 
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